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Appendix A Public Sector Risk Factors      
A.1
Risks Inherent In the Public Sector Environment

Extreme Risk Aversion

Government's business is public business.  This means that most new ideas have to be implemented in full public view. An innovation-gone-wrong risks not only dollars, but also the credibility of an Agency and its leadership with legislators, executive officials, and the public.  It is not surprising that Government tends to rely on the "tried and true." 

Divided Authority Over Decisions
Executive Agency managers do not have a clear line of authority over Agency operations.  Their decisions are circumscribed by existing law, the limits of current appropriations, a civil service system, other political constraints, and a variety of procedures mandated by both legislatures and the courts. These restrictions do not blend well with the complexities of managing a multi-million dollar IT project in a rapidly changing technical environment. 

Multiple Stakeholders
Government programs are characterized by a multiplicity of stakeholders who often have competing goals.  Customers, constituents, taxpayers, service providers, elected officials, professional staff, and others all have some stake in most programs.  Understanding how different choices may affect each stakeholder group helps to prevent unexpected problems. 

One-Year Budgets
Since most Government budgets are handled on an annual cycle, uncertainty about the size and availability of future resources weakens the ability of Government agencies to adopt new IT innovations successfully. 

Highly Regulated Procurement
Most decisions to adopt emerging technologies are made through the traditional competitive bidding process, a one-shot technique that is ill suited to the experimentation and learning that should appropriately accompany such large investments.  While the goals of competitive procurement are goals of integrity and fairness, the processes are often a source of problems and delays, especially when agencies write requests for proposals (RFPs) that depend on the limited information they have been able to gain from inadequate experience and research. 

Many Links Between Programs and Organizations
Few Government programs stand entirely on their own.  Most are connected in some way to other programs in the same or other agencies, or with non-governmental entities.  Sometimes the connections are explicit and formal.  Often they are informal or unintended.  Changing one program often means that some other program will be affected. 

A.2
Organizational Risk Factors

Lack of Alignment Between Organizational Goals and System Objectives

The goal of IT adoption should be to enhance or improve an organization's ability to carry out its main mission or business objectives.  It should improve customer service, reduce inventories, speed production, increase revenue, prevent errors, or reduce costs.  An IT organization that becomes enamored of a database or office automation project without understanding how real people use information to accomplish real work is setting itself up for failure. 

Lack of Organizational Understanding, Support, and Acceptance

Much has been written about the critical importance of top management support for a technology initiative.  However, the support and acceptance of these initiatives throughout the organization, especially among the people who will use the technology or its products, is equally important, and often more difficult to achieve. 

A.3
Risks Associated With the Work To Be Done

Failure to evaluate and redesign business processes.

PAGE  
2
Appendix A

Version 2.0


[image: image1.png]