CHECKLIST – PROCESS – CONFIGURATION MANAGEMENT ACTIVITIES
GUIDELINES FOR USING CHECKLIST-CONFIGURATION MANAGEMENT ACTIVITIES:

This checklist is provided as part of the evaluation process for project compliance with the project’s Configuration Management (CM) plan and the SBA’s System Development Methodology (SDM).  The checklist assists Quality Assurance (QA) in determining whether specifications meet established criteria.  The objective of the evaluation is to determine whether the CM activities comply with SBA development methodology requirements.

QA is required to complete the columns marked as “COMPLY” and “QA COMMENTS.”  Additional notes may be supplied.  Staff performing the CM function are encouraged to use this checklist as a ‘self-test’ of their work.
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	To be completed by QA

	     CHECKLIST – CONFIGURATION MANAGEMENT ACTIVITIES
	COMPLY
	QA COMMENTS

	
	Y
	N
	N/A
	

	
	
	
	
	

	
	CONFIGURATION MANAGEMENT PLAN (CM Plan)
	
	
	
	

	1. 
	Has a CM Plan been developed that covers the project? 

	
	
	
	

	2. 
	
	Is the Plan baselined?
	
	
	
	

	3. 
	
	Is the Plan up-to-date?
	
	
	
	

	4. 
	
	Is the Plan in line with the SBA Enterprise Configuration Management Plan?
	
	
	
	

	5. 
	Are project members aware of the configuration management responsibilities?  
	
	
	
	

	6. 
	
	Is there evidence that orientation or training in CM procedures has been provided (either by mentoring, workshops, or training)?
	
	
	
	

	7. 
	
	Is there evidence that the Project Manager reviewed CM reports?

	
	
	
	

	
	LIBRARY/REPOSITORY
	
	
	
	

	8. 
	Has a repository (library) been established and being used for configuration items (components)?
	
	
	
	

	9. 
	
	Does the library handle soft copy (code and electronic files)?
	
	
	
	

	10. 
	
	Does the library handle hardcopy (such as signed documents)?
	
	
	
	

	11. 
	
	Can a list of files/work products in the library be generated?
	
	
	
	

	12. 
	
	Is there a method to identify the version, release, and change status for each deliverable item?
	
	
	
	

	13. 
	
	Is there a method to identify all components of a release (to include all code and documentation)?
	
	
	
	

	14. 
	
	Does the library handle media (such as CDs and floppy disks)?
	
	
	
	

	15. 
	
	Is there a documented method describing how to obtain the latest copy of an entity in the library/repository?
	
	
	
	

	16. 
	
	Is test data up-to-date?

	
	
	
	

	17. 
	Is the repository (library) populated?
	
	
	
	

	18. 
	
	Are the project plans in the repository (library)?
	
	
	
	

	19. 
	
	Are the project-required System Life Cycle Documentation in the repository (library)?

	
	
	
	

	20. 
	Has the project established baselines?
	
	
	
	

	
	CHANGE CONTROL
	
	
	
	

	21. 
	Is every change documented in a Service Request (or a Change Request)?   
	
	
	
	

	22. 
	Has an identification scheme for all work products been defined?  
	
	
	
	

	23. 
	
	Is the identification scheme used?
	
	
	
	

	24. 
	Is the change control procedure documented?
	
	
	
	

	25. 
	
	Are any safeguards in place to ensure that no unauthorized changes are made to baselined products?
	
	
	
	

	26. 
	Is there evidence that change control is being practiced?
	
	
	
	

	27. 
	
	For internal baselines (such as for internal testing)?
	
	
	
	

	28. 
	
	For formal baselines (such as for customer acceptance testing)?
	
	
	
	

	29. 
	Are there "check in" and "check out" procedures for baselined work products, so changes are made and stored on the correct versions?
	
	
	
	

	30. 
	
	Are these documented?
	
	
	
	

	
	BASELINES
	
	
	
	

	31. 
	Can the version of a baseline be retrieved in a ‘reasonable’ time?
	
	
	
	

	32. 
	Can a master list of all changes made be produced (a configuration status accounting report)?
	
	
	
	

	33. 
	Are there repeatable reviews or audits conducted prior to the release of the software for customer testing and for operational use?
	
	
	
	

	34. 
	
	Is there a mechanism to ensure that the code fulfills the requirements?
	
	
	
	

	35. 
	
	Is there an established release approach to ensure that only approved items are released?
	
	
	
	

	36. 
	
	Is there evidence that this approach was followed?
	
	
	
	

	
	BACKUPS
	
	
	
	

	37. 
	Are backups for all project material performed periodically?  
	
	
	
	

	38. 
	
	Have the backups been validated to ensure that a file can be restored?
	
	
	
	

	
	ENVIRONMENT
	
	
	
	

	39. 
	Has CM been successful in establishing a controlled environment for integration tests?

	
	
	
	

	40. 
	
	For development testing?

	
	
	
	

	41. 
	In general, does it appear that defined CM procedures (possibly as tailored for the project team) are followed?
	
	
	
	

	42. 
	
	Do you feel that the CM approach is useable and not over controlling?
	
	
	
	

	43. 
	
	Do you get the impression that others value this quality assurance oversight of CM activities?
	
	
	
	


�   See SDM 1.0, Perform Change Control (such as 1.10).


�   See SDM 4.6


�   For example, the Needs Statement.


�   See SDM 4.4


�   See SDM 4.3





